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409 3rd Street, SW., Suite 6050, 
Washington, DC 20416. 

SUPPLEMENTARY INFORMATION: The notice 
of the President’s major disaster 
declaration for the State of Indiana, 
dated 06/11/2008, is hereby amended to 
establish the incident period for this 
disaster as beginning 05/30/2008 and 
continuing through 06/27/2008. 

All other information in the original 
declaration remains unchanged. 

(Catalog of Federal Domestic Assistance 
Numbers 59002 and 59008) 

James E. Rivera, 
Acting Associate Administrator for Disaster 
Assistance. 
[FR Doc. E8–16111 Filed 7–14–08; 8:45 am] 

BILLING CODE 8025–01–P 

SMALL BUSINESS ADMINISTRATION 

[Disaster Declaration # 11281] 

Indiana Disaster Number IN–00020 

AGENCY: U.S. Small Business 
Administration. 

ACTION: Amendment 4. 

SUMMARY: This is an amendment of the 
Presidential declaration of a major 
disaster for Public Assistance Only for 
the State of Indiana (FEMA–1766–DR), 
dated 06/08/2008. 

Incident: Severe Storms, Flooding, 
and Tornadoes. 

Incident Period: 05/30/2008 through 
06/27/2008. 

Effective Date: 06/27/2008. 
Physical Loan Application Deadline 

Date: 08/07/2008. 

ADDRESSES: Submit completed loan 
applications to: U.S. Small Business 
Administration, Processing and 
Disbursement Center, 14925 Kingsport 
Road, Fort Worth, TX 76155. 

FOR FURTHER INFORMATION CONTACT: A. 
Escobar, Office of Disaster Assistance, 
U.S. Small Business Administration, 
409 3rd Street, SW., Suite 6050, 
Washington, DC 20416 

SUPPLEMENTARY INFORMATION: The notice 
of the President’s major disaster 
declaration for Private Non-Profit 
organizations in the State of Indiana, 
dated 06/08/2008, is hereby amended to 
establish the incident period for this 
disaster as beginning 05/30/2008 and 
continuing through 06/27/2008. 

All other information in the original 
declaration remains unchanged. 

(Catalog of Federal Domestic Assistance 
Number 59008) 

James E. Rivera, 
Acting Associate Administrator for Disaster 
Assistance. 
[FR Doc. E8–16113 Filed 7–14–08; 8:45 am] 
BILLING CODE 8025–01–P 

SMALL BUSINESS ADMINISTRATION 

[Disaster Declaration # 11286 and # 11287] 

Indiana Disaster Number IN–00019 

AGENCY: U.S. Small Business 
Administration. 

ACTION: Amendment 7. 

SUMMARY: This is an amendment of the 
Presidential declaration of a major 
disaster for the State of Indiana (FEMA– 
1766–DR), dated 06/11/2008. 

Incident: Severe Storms, Flooding, 
and Tornadoes. 

Incident Period: 05/30/2008 through 
06/27/2008. 

Effective Date: 07/08/2008. 
Physical Loan Application Deadline 

Date: 08/11/2008. 
EIDL Loan Application Deadline Date: 

03/11/2009. 

ADDRESSES: Submit completed loan 
applications to: U.S. Small Business 
Administration, Processing and 
Disbursement Center, 14925 Kingsport 
Road, Fort Worth, TX 76155. 

FOR FURTHER INFORMATION CONTACT: A. 
Escobar, Office of Disaster Assistance, 
U.S. Small Business Administration, 
409 3rd Street, SW., Suite 6050, 
Washington, DC 20416. 

SUPPLEMENTARY INFORMATION: The notice 
of the Presidential disaster declaration 
for the State of Indiana, dated 06/11/ 
2008 is hereby amended to include the 
following areas as adversely affected by 
the disaster: 
Primary Counties: (Physical Damage 

and Economic Injury Loans): 
Madison 

All other counties contiguous to the 
above named primary county have 
previously been declared. 

All other information in the original 
declaration remains unchanged. 
(Catalog of Federal Domestic Assistance 
Numbers 59002 and 59008) 

James E. Rivera, 
Acting Associate Administrator for Disaster 
Assistance. 
[FR Doc. E8–16114 Filed 7–14–08; 8:45 am] 
BILLING CODE 8025–01–P 

SMALL BUSINESS ADMINISTRATION 

[Disaster Declaration # 11295 and # 11296] 

West Virginia Disaster Number WV– 
00009 

AGENCY: U.S. Small Business 
Administration. 
ACTION: Amendment 2. 

SUMMARY: This is an amendment of the 
Presidential declaration of a major 
disaster for the State of West Virginia 
(FEMA–1769–DR), dated 06/19/2008. 

Incident: Severe Storms, Tornadoes, 
Flooding, Mudslides, and Landslides. 

Incident Period: 06/03/2008 through 
06/07/2008. 

Effective Date: 07/08/2008. 
Physical Loan Application Deadline 

Date: 08/19/2008. 
EIDL Loan Application Deadline Date: 

03/17/2009. 
ADDRESSES: Submit completed loan 
applications to: U.S. Small Business 
Administration, Processing and 
Disbursement Center, 14925 Kingsport 
Road, Fort Worth, TX 76155. 
FOR FURTHER INFORMATION CONTACT: A. 
Escobar, Office of Disaster Assistance, 
U.S. Small Business Administration, 
409 3rd Street, SW., Suite 6050, 
Washington, DC 20416. 
SUPPLEMENTARY INFORMATION: The notice 
of the Presidential disaster declaration 
for the State of West Virginia, dated 06/ 
19/2008 is hereby amended to include 
the following areas as adversely affected 
by the disaster: 
Primary Counties: (Physical Damage 

and Economic Injury Loans): 
Clay 

Contiguous Counties: (Economic Injury 
Loans Only): 

West Virginia: Fayette, Nicholas 
All other information in the original 

declaration remains unchanged. 
(Catalog of Federal Domestic Assistance 
Numbers 59002 and 59008) 

James E. Rivera, 
Acting Associate Administrator for Disaster 
Assistance. 
[FR Doc. E8–16112 Filed 7–14–08; 8:45 am] 
BILLING CODE 8025–01–P 

DEPARTMENT OF STATE 

[Public Notice 6290] 

Privacy Act of 1974 Amendment of 
Prefatory Statement of Routine Uses to 
Department of State Privacy Act 
Issuances 

Summary: Notice is hereby given that 
the Department of State proposes to 
amend the Prefatory Statement of 
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Routine Uses to Department of State 
Privacy Act Issuances, pursuant to the 
provisions of the Privacy Act of 1974, as 
amended (5 U.S.C. 552a), and the Office 
of Management and Budget (OMB) 
Circular No. A–130, Appendix I. The 
Department’s report was filed with the 
OMB on July 8, 2008. 

It is proposed that the amended 
Prefatory Statement notify individuals 
of an additional routine use of Privacy 
Act information. The OMB requires all 
federal agencies to be able to quickly 
and efficiently respond in the event of 
a breach of personally identifiable 
information and directed agencies to 
publish a routine use that will allow 
disclosure of Privacy Act information to 
persons and entities in a position to 
assist with notifying affected 
individuals, or playing a role in 
preventing, minimizing, or remedying 
any harm from a breach. 

The Department of State is proposing 
to add a new routine use that will allow 
it to meet the OMB objective of 
responding quickly and efficiently 
should such a breach occur. The new 
routine use will help the Department 
prevent, minimize, or remedy a data 
breach or compromise. All responses to 
a confirmed or suspected breach will be 
prepared on a case-by-case basis. The 
purpose of the amendment to the 
Prefatory Statement is to allow the 
Department to respond more quickly 
and efficiently in the event of a breach 
of personally identifiable information 
and, when necessary, to disclose 
information regarding the breach to 
individuals identified under the routine 
use, and to give the affected individuals 
full and fair notice of the extent of these 
potential disclosures. 

The proposed routine use is 
compatible with the purpose for which 
information maintained by the 
Department originally was collected. As 
indicated in the April 2007 Strategic 
Plan report issued by the President’s 
Identity Theft Task Force (page 83) and 
OMB M–07–16, a routine use to provide 
for disclosure in connection with 
response and remedial efforts in the 
event of a breach of federal data 
qualifies as a necessary and proper use 
of information—a use that is in the best 
interest of both the individual and the 
public. Such a routine use will serve to 
protect the interests of the individuals 
whose information is at issue by 
allowing the Department to take 
appropriate steps to facilitate a timely 
and effective response, thereby 
improving its ability to prevent, 
minimize, or remedy any harm resulting 
from a compromise of data maintained 
in its systems of records. 

Additional editorial and 
housekeeping changes are also 
incorporated in the amended prefatory 
statement. In particular, these changes 
improve formatting to clarify that 
separate routine uses apply to potential 
disclosures to Courts and Contractors, 
and update references to potential 
recipients of terrorism-related 
information to specify the National 
Counterterrorism Center (instead of its 
precursor organization, the Terrorist 
Threat Integration Center) and the 
Department of Homeland Security. 

Any persons interested in 
commenting on this amendment to the 
Prefatory Statement of routine uses to 
Department of State Privacy Act 
Issuances may do so by submitting 
comments in writing to Margaret P. 
Grafeld, Director, Office of Information 
Programs and Services, A/ISS/IPS, U.S. 
Department of State, SA–2, Washington, 
DC 20522–8001. 

The new routine use amendment to 
the Prefatory Statement of Routine Uses 
to Department of State Privacy Act 
Issuances will be effective 40 days from 
the date of publication, unless we 
receive comments that result in a 
contrary determination. 

The amendment will read as set forth 
below. 

Dated: July 8, 2008. 
Rajkumar Chellaraj, 
Assistant Secretary for the Bureau of 
Administration, Department of State. 

Department of State 

Prefatory Statement of Routine Uses 

Law Enforcement 
In the event that a system of records 

maintained by this agency to carry out 
its functions indicates a violation or 
potential violation of law, whether civil, 
criminal or regulatory in nature, and 
whether arising by general statute or 
particular program statute, or by 
regulation, rule or order issued pursuant 
thereto, the relevant records in the 
system of records may be referred, as a 
routine use, to the appropriate agency, 
whether federal, state, local or foreign, 
charged with the responsibility of 
investigating or prosecuting such 
violation or charged with enforcing or 
implementing the statute, or rule, 
regulation or order issued pursuant 
thereto. 

Terrorism and Homeland Security 
A record from the Department’s 

systems of records may be disclosed to 
the Federal Bureau of Investigation, the 
Department of Homeland Security, the 
National Counter-Terrorism Center 
(NCTC), the Terrorist Screening Center 
(TSC), or other appropriate federal 

agencies, for the integration and use of 
such information to protect against 
terrorism, if that record is about one or 
more individuals known, or suspected, 
to be or to have been involved in 
activities constituting, in preparation 
for, in aid of, or related to terrorism. 
Such information may be further 
disseminated by recipient agencies to 
Federal, State, local, territorial, tribal, 
and foreign government authorities, and 
to support private sector processes as 
contemplated in Homeland Security 
Presidential Directive/HSPD–6 and 
other relevant laws and directives, for 
terrorist screening, threat-protection and 
other homeland security purposes. 

Disclosure When Requesting 
Information 

A record from this system of records 
may be disclosed as a ‘‘routine use’’ to 
a federal, state or local agency 
maintaining civil, criminal or other 
relevant enforcement information or 
other pertinent information, such as 
current licenses, if necessary to obtain 
information relevant to an agency 
decision concerning the hiring or 
retention of an employee, the issuance 
of a security clearance, the letting of a 
contract, or the issuance of a license, 
grant or other benefit. 

Disclosure of Requested Information 
A record from this system of records 

may be disclosed to a federal agency, in 
response to its request, in connection 
with the hiring or retention of an 
employee, the issuance of a security 
clearance, the reporting of an 
investigation of an employee, the letting 
of a contract, or the issuance of a 
license, grant, or other benefit by the 
requesting agency, to the extent that the 
information is relevant and necessary to 
the requesting agency’s decision on the 
matter. 

A record from this system of records 
may be disclosed to a federal, state, 
local or foreign agency as a routine use 
response to such an agency’s request, 
where there is reason to believe that an 
individual has violated the law, whether 
civil, criminal or regulatory in nature, 
and whether arising by general statute 
or particular program statute, or by 
regulation, rule or order issued pursuant 
thereto, if necessary, and only to the 
extent necessary, to enable such agency 
to discharge its responsibilities of 
investigating or prosecuting such 
violation or its responsibilities with 
enforcing or implementing the statute, 
or rule, regulation or order issued 
pursuant thereto. 

A record from this system of records 
may be disclosed to a foreign agency as 
a routine response to such an agency’s 
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request when the information is 
necessary for the foreign agency to 
adjudicate and determine an 
individual’s entitlement to rights and 
benefits, or obligations owed to the 
foreign agency, such as information 
necessary to establish identity or 
nationality. 

Office of Management and Budget 

The information contained in this 
system of records will be disclosed to 
the Office of Management and Budget in 
connection with review of private relief 
legislation, as set forth in OMB Circular 
No. A–19, at any stage of the legislative 
coordination and clearance process as 
set forth in that Circular. 

Members of Congress 

Disclosure may be made to a 
congressional office from the record of 
an individual in response to an inquiry 
from the Congressional office made at 
the request of that individual. 

Contractors 

Information from a system of records 
may be disclosed to anyone who is 
under contract to the Department of 
State to fulfill an agency function but 
only to the extent necessary to fulfill 
that function. 

Courts 

Information from a system of records 
may be made available to any court of 
competent jurisdiction, whether 
Federal, state, local or foreign, when 
necessary for the litigation and 
adjudication of a case involving an 
individual who is the subject of a 
Departmental record. 

National Archives, General Services 
Administration 

A record from a system of records 
may be disclosed as a routine use to the 
National Archives and Records 
Administration and the General 
Services Administration: For records 
management inspections, surveys and 
studies; following transfer to a Federal 
records center for storage; and to 
determine whether such records have 
sufficient historical or other value to 
warrant accessioning into the National 
Archives of the United States. 

Department of Justice 

A record may be disclosed as a 
routine use to any component of the 
Department of Justice, including United 
States Attorneys, for the purpose of 
representing the Department of State or 
any officer or employee of the 
Department of State in pending or 
potential litigation to which the record 
is pertinent. 

Persons or Entities in Response to an 
Actual or Suspected Compromise or 
Breach of Personally Identifiable 
Information 

To appropriate agencies, entities, and 
persons when (1) the Department of 
State suspects or has confirmed that the 
security or confidentiality of 
information in the system of records has 
been compromised; (2) the Department 
has determined that as a result of the 
suspected or confirmed compromise 
there is a risk of harm to economic or 
property interests, identity theft or 
fraud, or harm to the security or 
integrity of this system or other systems 
or programs (whether maintained by the 
Department or another agency or entity) 
that rely upon the compromised 
information; and (3) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the Department’s 
efforts to respond to the suspected or 
confirmed compromise and prevent, 
minimize, or remedy such harm. 

[FR Doc. E8–16159 Filed 7–14–08; 8:45 am] 
BILLING CODE 4710–24–P 

DEPARTMENT OF STATE 

[Public Notice 6289] 

Global Financial Management System 

SUMMARY: During a review of this 
agency’s operations, a system was 
identified as being in operation that is 
not covered by a Privacy Act system of 
records. Notice is hereby given that the 
Department of State proposes to create 
a new system of records, Global 
Financial Management System, 
pursuant to the provisions of the 
Privacy Act of 1974, as amended (5 
U.S.C. 552a), and Office of Management 
and Budget Circular No. A–130, 
Appendix I. The Department’s report 
relating to this system was filed with the 
Office of Management and Budget on 
July 8, 2008. 

It is proposed that the new system 
will be named ‘‘Global Financial 
Management System.’’ It is also 
proposed that the new system 
description will identify the Global 
Financial Management System (GFMS) 
as the official financial management 
system for the Department of State to 
account for and control appropriated 
resources and to maintain accounting 
and financial information associated 
with the normal operation of 
government organizations. The routine 
uses applying to GFMS that provide for 
disclosure to the Department of the 
Treasury and the Internal Revenue 
Service are compatible with the purpose 

for collecting information that resides in 
this system because such disclosures 
enable the appropriate reimbursements 
to individuals and documentation 
thereof for purposes of tax compliance. 

Any persons interested in 
commenting on the new Global 
Financial Management System may do 
so by submitting comments in writing to 
Margaret P. Grafeld, Director, Office of 
Information Programs and Services, A/ 
ISS/IPS, U.S. Department of State, SA– 
2, Washington, DC 20522–8001. The 
new system of records for the Global 
Financial Management System will be 
effective 40 days from the date of 
publication, unless comments are 
received that result in a contrary 
determination. This new system 
description will read as set forth below. 

Dated: July 8, 2008. 
Rajkumar Chellaraj, 
Assistant Secretary for the Bureau of 
Administration, Department of State. 

STATE–73 

SYSTEM NAME: 
Global Financial Management System. 

SECURITY CLASSIFICATION: 
Unclassified. 

SYSTEM LOCATION: 
Department of State, Annex 1, 2201 C 

Street, NW., Washington, D.C. 20520; 
Annex 15, 1800 N. Kent Street, 
Arlington, VA 22209; Charleston 
Financial Service Center, Building 
646A, 1969 Dyess Avenues, Charleston, 
SC 29408; and overseas at U.S. 
Embassies, U.S. Consulates General and 
Consulates. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Any individual requiring payment by 
the Department of State whether for 
services rendered or for reimbursement 
of an authorized payment voucher. 

AUTHORITY FOR MAINTENANCE OF SYSTEM: 
Federal Managers’ Financial Integrity 

Act of 1982, Federal Financial 
Management Improvement Act of 1996 
and the Debt Collection Act of 1982 and 
1996. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Names, addresses, telephone 

numbers, social security numbers, tax 
identification numbers, employee 
identification numbers, bank routing 
and account numbers, loan numbers 
and receivable reference numbers, and 
related information. 

PURPOSE: 
The Global Financial Management 

System (GFMS) is the official financial 
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